
Installation 
 

1. Adjust the ACL and sign the database 

--> Servers: Manager access 

--> Admins: Manager access with role [Admin] 

 

2. Copy the database to your server 

--> you can put it in any directory 

 

3. Create a replica on each server you want to use this tool 

 

4. Activate both agents 

--> you can change the schedule as you want 

--> agents have to run on “any server” 

 

5. Open the database and create a setup document 

 
 

6. Both, ACL and Cluster tool should be enabled by default 

 
 

7. Save & Close the setup document 



Configuration 
You can create one or multiple configuration documents for each tool: 

 

ACL Tool: 

You can specify to apply the setting to the owner of each mailfile on this server, to a specific 

directory, only databases, only templates and so on... 

 



Many options for the ACL entry can be defined 

 

  



Cluster Tool: 

--> you can select one or multiple available clusters to apply this setting document (selections will be 

read from the current servers names.nsf) 

--> you have the same options as in the ACL configuration document to apply this setting only to 

specific directories or exclude some databases 

 

--> you can also specify a different directory name for mailfiles on the secondary server 

 

Save the configuration documents and wait for the next execution time of each agent (or run 

manually with ‘tell amgr run’ console command). 



You will see a detailed log for each agent execution: 

 


